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GO.DATA - WHAT IS IT?

Go.Data is a field data collection platform focusing on case data (including lab, hospital-
ization and other variables through case investigation form) and contact data (including 
contact follow-up). Main outputs from the Go.Data platform are contact follow-up lists and 
chains of transmission.

WHAT ARE THE KEY FEATURES OF THE GO.DATA SOFTWARE?  

Outlined below are major highlights of progress made by the Regional Office in the 
area of data and information management.

Multi-platform
Go.Data offers different types of operation (online, offline) and different types of installation 
(server, standalone). It functions on a range of operating systems (Windows, Linux, Mac). 
In addition, Go.Data has an optional mobile app for iOS and Android. The mobile app is 
focused on case and contact data collection, and contact follow-up.  

OVERVIEW

Configurable
It is highly configurable, with possibility to man-
age:
•	 Reference data,
•	 Location data, including coordinates,
•	 Outbreak data, including variables on the 

case investigation form and the contact 
follow-up form.

One Go.Data installation can be used to manage 
multiple outbreaks. Each outbreak can be con-
figured in a different way to match the specifics 
of a pathogen or environment.

Multi-lingual
Go.Data is multi-lingual, with possibility to add and manage additional languages through 
user interface.

Case and contact data collection
User can add cases, contacts, laboratory results. In 
addition users also have an option to create events 
which may be relevant for outbreak investigation. 
 
Contact follow-up lists are generated using outbreak 
parameters (i.e. number of days to follow-up con-
tacts, how many times per day should contacts be 
followed-up).
Extensive data export and data import features are 
available to support the work of data managers and 
data analysts.
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Performing contact follow-up
Go.Data has features to perform contact tracing 
using the web app or optional mobile app. Contact 
follow-up data are presented in form of lists, graphs 
and operational dashboards. Contact tracing 
coordinators can review workload of each contact 
tracing team.

Performing contact follow-up
Go.Data has features to perform contact tracing 
using the web app or optional mobile app. Con-
tact follow-up data are presented in form of lists, 
graphs and operational dashboards. Contact 
tracing coordinators can review workload of each 
contact tracing team.

System administration
System administrators have access to extensive set of features to manage users, assign roles 
and permissions and limit access to specific outbreak(s) only. In addition, they have access to 
usage logs, can create and restore backups and manage settings of one Go.Data instance.



Option #1
Centrally Hosted server

Option #2
Country hosted server

Option #3
Standalone installation

One Go.Data installation for the entire region or for multiple 
countries. Separate outbreak is created for each country on 
the central server instance of Go.Data, and user access is 
provided at outbreak level (i.e. users from one country can 
only access case and contact data from their country).

Separate Go.Data installation for each country. Countries 
install and manage Go.Data on their infrastructure.

Go.Data is installed on one or more computers in the 
country. These are typically personal computers or notebook 
/ laptop computers. Data can be replicated across the 
computers.

•	 Maintenance is easier.
•	 Installation of any updates is done centrally
•	 Synchronization of the mobile phones can be 

done from anywhere.
•	 If WHO is an option, there is a process in 

place for quickly setting up a Go.Data server 
(~2 days).

•	 Country has complete ownership and control of 
the server.

•	 Synchronization of the mobile phones can be 
done from anywhere.

•	 Fast to implement.
•	 User has complete ownership and control of the 

computer and data.
•	 Synchronization of mobile phones requires 

users to be in the same location as the 
computer.

•	 Countries may be reluctant to host detailed 
information which is required for contact tracing 
(e.g. names, addresses) on an external server. 

•	 May require agreements between WHO and 
member states for this arrangement (TBC).

•	 WHO to manage user accounts and user access 
on behalf of member states.

•	 Likely to take more time to implement as this 
option requires internal governmental approvals 
and provisioning infrastructure.

•	 Requires training to complete the technical 
setup and training.

•	 Requires dedicated staff / team to manage the 
server. 

•	 Not all countries may be in a position to quickly 
host Go.Data server.

•	 If there are multiple instances in a country it will 
be required to setup a consolidation point.

•	 Limited availability of Go.Data to when the 
laptop is running.

•	 Personal data stored on multiple standalone 
computers.

•	 Increased security risks through loss or damage 
of the standalone computers.
 

OPTIONS FOR GO.DATA HOSTING
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Option #1
WHO

Option #2
Member State

Option #3
BYOD

In limited outbreak situations, WHO, through the 
regional or country offices, can provide a number of 
mobile devices for use with Go.Data. These devices are 
handed over to MoH who assume complete ownership 
and control of these devices.

Member states manage the procurement and 
provisioning of mobile devices. The Go.Data mobile 
app is pre-installed on these devices before they are 
handed to field workers.

Follows a Bring Your Own Device (BYOD) model where 
end users user their personal devices. The Go.Data 
mobile app is installed on the personal device.

	 A limited stock is kept in the organization and 
can be rapidly deployed.

	 Standardized devices meeting minimum Go.
Data app requirements.

	 For duration of outbreak, WHO, partners and 
MoH support the operationalization of the 
devices, including training and bandwidth.

	 When available, Mobile Device Management 
(MDM) solutions can be installed on devices 
to restrict alternative uses and provide remote 
management features.

	 Country has complete ownership and control 
of the mobile devices.

	 Devices can be sourced locally.

	 For duration of outbreak, WHO, partners and 
MoH support the operationalization of the 
devices, including training and bandwidth.

	 When available, Mobile Device Management 
(MDM) solutions can be installed on devices 
to restrict alternative uses and provide 
remote management features.

	 Fast to implement, end-users install app on 
devices they are familiar with.

	 For duration of outbreak, WHO, partners and 
MoH support the operationalization of the 
devices, including training and bandwidth.

	 Limited capacity to scale the provisioning 
of devices if outbreaks occur across an 
extended area. 

	 Logistics to distribute the devices.

	 Requires staff / team to configure, setup and 
manage the devices.

	 MDM solutions require separate licensing.

	 Likely to take more time to implement as 
this option requires funding and internal 
governmental approvals and procurement.

	 Logistics to distribute the devices.

	 Requires staff / team to configure, setup and 
manage the devices.

	 MDM solutions require separate licensing.

	 Devices not guaranteed to meet minimum 
requirements.

	 Personal data stored on private  
devices increases the risk of unauthorized 
access to patient data by family and other 
persons.

	 MDM solutions cannot be enforced.

	 Increased security risks through loss or 
damage of the devices.

DEVICE OPTIONS FOR GO.DATA MOBILE APP
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